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Preface

The 21st International Conference on Cryptology and Network Security (CANS 2022)
was held in Abu Dhabi during November 13–16, 2022.

CANS is an established annual conference presenting novel research work on cryp-
tology, computer and network security, data security and privacy. Previous editions of
CANS were held in Taipei (2001), San Francisco (2002), Miami (2003), Xiamen (2005),
Suzhou (2006), Singapore (2007), Hong Kong (2008), Kanazawa (2009), Kuala Lumpur
(2010), Sanya (2011), Darmstadt (2012), Parary (2013), Crete (2014), Marrakesh (2015),
Milan (2016), Hong Kong (2017), Naples (2018), Fuzhou (2019) and virtually due to
COVID-19 (2020, 2021).

In 2022 we received 54 submissions, out of which 18 full papers and two short
papers were accepted for publication. We used a double-blind review process with three
reviews per submission. The Program Committee chairs handled conflicts and used
written reviews as well as online discussion with the reviewers to select the papers
included in these proceedings. All authors were given the opportunity to revise their
papers in response to reviewer feedback; a few papers were assigned a member of the
Program Committee as a shepherd to support this process.

We would like to thank the Technology Innovation Institute (TII) for their support
during the planning and running of the conference as well as Springer for their assistance
in the production of the proceedings. We are extremely grateful to all the authors of
the submitted papers as well as the 45 Program Committee members and 23 external
reviewers for their care and dedication. Finally, we would like to thank the steering
committee and organizing committee for their support and encouragement.

September 2022 Alastair R. Beresford
Arpita Patra

Emanuele Bellini
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